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NOTE 1: The title styles have not been applied throughout this contribution and most of  the numbering has been done manually. Care should be taken when importing into the baseline so that proper styles and indentation are applied.

NOTE 2: Since this contribution’s baseline is an excerpt from the main baseline draft, some cross-references are lost. Care should be taken when importing into the baseline so that existing cross-references are maintained.	Comment by Guy Caron: PROPOSE TO RENAME “SPATIAL DATA PROVISIONING INTERFACE (SDPI)”
Geospatial data is stored in a Geographic Information System (GIS). This document does not standardize the GIS. However, the data in the GIS is used to provision the ECRF, the LVF, the Mapping Data Service, and other functions. In order to provide a standardized interface from the GIS to the rest of the functional elements that need GIS data, this document describes a “Spatial Interface” (SI), which is a standardized interface towards data consumers such as the ECRF/LVF.
The SI could be built into a GIS system, or could be a stand-alone element with proprietary interfaces to a GIS systems andwith the standardized interface towards the data consumers. The data model provided by the SI is based on the conventional GIS layers that consists of a set of geospatial features, each of which could be a point, line, or polygon, or a set of points, lines, or polygons. Each feature has a set of named attributes. For example, a part of a road might be represented as a set of connected straight lines of the road centerline, with attributes that name the road and provide the range of address numbers in that segment of the road.
An SI provides an interface between an authoritative copy of GIS data and functional elements within an ESInet such as an ECRF and LVF. An SI layer replication interface is used within the ESInet to maintain copies of the data in the layers of the authoritative GIS system that drives routing and display of maps throughout the system. Furthermore, any element that obtains GIS data via the SI could provide copies of the data to another element with the same interface, thus permitting wide distribution of authoritative data. The SI interface is near-real-time;: an authorized change to the authoritative GIS will be reflected in the copies nearly immediately via the SI.
The SI MUST implement the server side of the ElementState event notification package and permit any ECRF or LVF that receives a feed from it to subscribe to it.
The data structure for the SI is defined in Appendix B {re-add xref}. The NG9-1-1 GIS Data Model [184] need not be the same as that defined for the SI;: the SI could transform internal GIS data to the SI structure.
OGC Document OGC 10-069r2 [94] describes a layer replication interface service for geospatial databases using the Web Feature Service (WFS) [93] and the ATOM protocol (RFC 4287 [95] and RFC 5023 [96]). Essentially, the changes in the database are expressed in WFS Insert/Update/Delete actions and ATOM is used to move the edits from the master to the copy. GeoRSS (http://www.georss.org) is a very simple mechanism used to encode the GML in RSS feeds for use with ATOM. There are three ATOM feeds proposed by OGC 10-069r2; a change feed, a resolution feed, and a replication feed. The SI layer replication interface is patterned after the replication feed described within OGC 10-069r2.
[bookmark: __RefHeading___Toc99624_1267711488]3.6.1	Spatial Interface 2.0	Comment by Guy Caron: PROPOSE TO RENAME “SPATIAL DATA PROVISIONING INTERFACE (SDPI) 2.0”
The mechanism defined above using OGC Document OGC 10-069r2 [94] has not proven to be an effective mechanism and has not been implemented in NG9-1-1 deployments to date. This version introduces a new SI mechanism that uses modern technologies and is fully standards-based.
This version of the document introduces a new design for the SI (SIv2).
To maintain backwards-compatibility in this document, the existing SI mechanism is MANDATORY to implement while the new SIv2 is OPTIONAL to implement. A subsequent major version of this document will deprecate the current SI in favor of the new SIv2 defined below.
It should be noted that normative language such as “MUST” and “SHALL” used in this section is contextualized to the SIv2 only. That is, it should be interpreted to mean that it is mandatory for those that implement the SIv2.	Comment by Guy Caron: LOOK FOR NEW PROPOSED TEXT BY STEVE TO ADDRESS MIKE V’S CONCERN
This SI design utilizes the OGC GeoPackage Encoding Standard [239] for data exchange, which MUST be implemented. An OGC WFS [93] MAY be included for compatibility purposes.
3.6.1.2 Data Synchronization – Change Event Notification
The SI uses a REST Hook pattern that allows HTTPS endpoints of SI Clients to subscribe to change event notifications.
The SI REST Hook subscribers such as the ECRF, LVF, MCS, GCS and MDS, MUST provide HTTPS endpoints for receiving notifications. Subscription is a one-time operation, via a REST API, for each REST Hook subscriber.
The SI webhook event notification component sends change notifications to each subscriber as new transactions are committed to the GIS environment since the last change notification. Notifications apply to the entire footprint of the primary GIS environment and are sent to all subscribers. For example, subscriber A updates hourly and subscriber B updates daily. subscriber A’s transaction list will include the latest transactions from the last hour while subscriber B’s transaction list would include the latest transactions from the last day.
Notifications are sent as JSON objects within an HTTPS POST to the subscriber’s endpoint. The purpose of the change event notification is to inform subscribers that updated data is available for synchronization. The change event notification consists of the following minimally required information, encoded within a JSON object:
· A globally unique transaction identifier;
· A single count of add/delete/update operations included in the transaction.
The event notification method is based on a minimum necessary payload. This is done for performance, scalability, and security by minimizing event details exposed in the notification.
Following is an example webhook JSON change notification:
[
“7891”,
“7892”,
“7893”
]
Transaction event identifiers MUST be locally unique to the SI Server, incremental and sequential, and SHOULD be gap-less. A possible embodiment is a counter (a 64-bit counter would support 18 quintillion transactions). Clients MUST be capable of dealing with occasional gaps in the transaction event identifiers without failing or loosing sequence.
SI Servers MUST maintain subscribed Clients separately and manage messages to and from Clients asynchronously.
3.6.1.3	Webhook Subscriber Queuing Mechanism 
Change events triggered by the webhook notifier are managed through a durable fan-out queue to ensure that each subscriber's change events are handled independently by the SI although other similar mechanisms may be employed. Queue exchanges provide decoupled and asynchronous routing of messages to endpoints, which improve reliability, performance, scalability, and ease of implementation. Further, the fan-out queue exchange provides multi-endpoint support and queuing of messages for each subscriber. The queuing mechanism is an internal SI methodology for managing notifications to the subscribers of the SI. This does not impact the SI notification or content, as seen by the subscribers. A durable exchange simply improves the performance and survivability of the system, protecting messages from loss until consumed or deleted.
3.6.1.43	SI RESTful API
The SI exposes an OpenAPI v3.0 RESTful Application Programming Interface (API) allowing the SI Clients, namely the LVF, ECRF, MCS, GCS, and MDS, to send scheduled or manually initiated requests to the SI Server. The SI RESTful API enables SI Clients to perform high-level data consistency checks, or to refresh a Client environment.
The SI RESTful API includes the following request method groupings:
· Subscribers – Allows SI Clients to subscribe and unsubscribe to transaction event notifications.
· Transactions – Supports transaction events and, requesting specific transaction details (i.e., the actual operations performed on the data within one transaction), and exporting transactions, provided in a specified supported format.
· Supported Formats – Returns a list of supported formats that transaction details can be exportedsupplied in to.
In the API descriptions below, “Resource name...” means the combination of the OpenAPI “servers url” (expressed as “…” since this URL is locally defined) and “paths” values. For example and using the i3-defined YAML file, “Resource name.../subscribers/subscribe” would be “https://api.example.com/SpatialInterface/subscribers/subscribe”.
3.6.1.43.1	Subscribers
Subscribe to transaction event notifications.
HTTP method: POST
Resource name.../subscribers/subscribe
Parameters:
	Name
	Condition
	Description

	subscriberName
	MANDATORY
	Descriptive name for the subscriber

	notifyUrl
	MANDATORY
	An HTTPS endpoint to POST transaction event notifications to

	expiry‍
	OPTIONAL
	The requested length of time (in seconds/minutes/hours/days?) the subscription would last. A value of “0” means a request to terminate the subscription immediately


Status Codes
	200	Subscribe Successful
	403	Forbidden
	454	Unspecified Error
On a successful POST, the details of the new subscriber registration are returned.
Subscriber
	Name
	Condition
	Description

	id
	MANDATORY
	The unique identifier assigned to the subscriber

	name
	MANDATORY
	The subscriber’s provided name

	url
	MANDATORY
	The endpoint’s URL to post transaction event notifications to

	expires
	MANDATORY
	The subscription’s expiry date and time set by the Server


3.6.1.4.2	Commit
Notifies the transaction event dispatcher that the change has been committed to the subscriber's environment.
HTTP method: PUT
Resource name.../subscribers/{subscriberId}/commit
Parameters:
	Name
	Condition
	Description

	subscriberId
	MANDATORY
	The subscriber unique identifier, as a resource (i.e., a path parameter)

	transactionId
	MANDATORY
	The identifier for the transaction event


Status Codes
	200	Commit Notification Acknowledged
	403	Forbidden
	454	Unspecified Error
	480	Unknown Subscriber ID
	481	Unknown Transaction ID
A successful PUT returns a 200 response indicating that the commit notification was acknowledged by the transaction event dispatcher.
3.6.1.4.3	Committed
Retrieve an ordered list of transaction event identifiers that the subscriber has reported as committed to its environment.
HTTP method: GET
Resource name.../subscribers/{subscriberId}/committed
Parameters:
	Name
	Condition
	Description

	subscriberId
	MANDATORY
	The subscriber unique identifier, as a resource (i.e., a path parameter)

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Transactions Committed by Subscriber
	454	Unspecified Error
	480	Unknown Subscriber ID
On a successful GET, an ordered array of committed transaction event identifiers is returned.
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3.6.1.4.4	Not Committed
Retrieve an ordered list of transaction event identifiers that have not been reported as committed to the subscriber's environment.
HTTP method: GET
Resource name.../subscribers/{subscriberId}/notCommitted
Parameters:
	Name
	Condition
	Description

	subscriberId
	MANDATORY
	The subscriber unique identifier, as a resource (i.e., a path parameter)

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Transactions Not Committed by Subscriber
	454	Unspecified Error
	480	Unknown Subscriber ID
On a successful GET, an ordered array of non-committed transaction event identifiers is returned. See TransactionsArray, Transaction and ModifiedItem objects in section 3.1.6.4.3 {add xref}.
3.6.1.4.5	Transactions
Retrieve an ordered list of all transaction event identifiers.
HTTP method: GET
Resource name.../transactions
Parameters:
	Name
	Condition
	Description

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Transaction Event Identifiers
	454	Unspecified Error
On a successful GET, an ordered array of transaction event identifiers is returned. See TransactionsArray, Transaction and ModifiedItem objects in section 3.1.6.4.3 {add xref}.
3.6.1.3.2	Last Transactions
Request transaction event identifiers created since the one specified.
HTTP method: GET
Resource name.../transactions/since
Parameters:
	Name
	Condition
	Description

	transactionId
	MANDATORY
	The transactionId from which the list of subsequent transactionIds is based on

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Transaction Event Identifiers
	404	Not Found
	454	Unspecified Error
On a successful GET, the transaction event identifiers created after the one specified are returned.
TransactionsArray
	Name
	Condition
	Description

	count
	MANDATORY
	The number of items in the array

	totalCount‍
	MANDATORY
	The total number of items returned by the request

	transactions‍
	MANDATORY
	An ordered list of Transaction objects


Transaction
	Name
	Condition
	Description

	id
	MANDATORY
	The transaction unique identifier

	transactionDate
	MANDATORY
	The date and time the transaction was committed to the Server’s environment

	operationsCount
	MANDATORY
	A count of all add/delete/update operations included in the transaction. A gapped Id would have a zero count and SHALL be ignored by the Client



3.6.1.3.3	Transaction Event
Request details of a specific transaction event.
HTTP method: GET
Resource name.../transactions/{transactionId}
Parameters:
	Name
	Condition
	Description

	transactionId
	MANDATORY
	A specific transaction event identifier, as a resource (i.e., a path parameter)

	transferCoding‍
	OPTIONAL
	The registered[footnoteRef:2] type of transfer encoding requested by the Client. Values When omitted, no encoding is used. [2:  See IANA HTTP Transfer Coding Registry at https://www.rfc-editor.org/rfc/rfc9112.html#name-transfer-codings] 



Status Codes
	200	Successful Retrieval of Transaction Event Details
	403	Forbidden
	404	Not Found
	454	Unspecified Error
	483	Transfer Encoding Not Supported
On a successful GET, the details of the requested transaction event identifier are returned in a single package. See the Transaction object in section 3.6.1.3.2 {add xref}.
3.6.1.3.4	Transactions Details
Request transaction details for one or more transaction events to the requested format. Gapped transaction identifiers SHOULD NOT be requested.
HTTP method: GET
Resource name.../transactions/details
Parameters:
	Name
	Condition
	Description

	transactionIdsList
	MANDATORY
	One or more transaction event identifiers. A continuous series uses a colon delimiter between the first and last identifier (e.g., 432:450). An enumerated list uses a semi-colon delimiter between each identifier (e.g., 432;433;435;444;450). A mix of both is supported (e.g., 432;434;436:448;450)

	formatName
	MANDATORY
	The format name to export the transaction details to

	transferCoding‍
	OPTIONAL
	The registered type of encoding requested by the Client. When omitted, no encoding is used.


Status Codes
	200	Successful Export
	403	Forbidden
	454	Unspecified Error
	481	Unknown Transaction ID
	482	Format Type Not Supported
	483	Transfer Encoding Not Supported
On a successful GET, each transaction’s details, are packaged individually (i.e., one package per transaction identifier) using the media type of the requested format (and transfer-encoded if specified), and returned in the response. The default format is OGC GeoPackage [239].
Should one or more gapped transaction identifiers exist in the requested list, the successful response would include an indication of no operation associated to each.
3.6.1.3.5	Database Snapshot
Request the entire and current primary database. SI Clients may perform this API method in a number of circumstances such as for an initial load, when recovering from a fatal error or re-synchronizing after a period of time beyond which the Server no longer maintains transactions available.
HTTP method: GET
Resource name.../snapshot
Parameters:
	Name
	Condition
	Description

	
	
	

	formatName
	MANDATORY
	The format name to export the transaction deltas to

	transferCoding‍
	MANDATORY
	The registered type of encoding requested by the Client.


Status Codes
	200	Successful Export
	403	Forbidden
	454	Unspecified Error
	481	Unknown Transaction ID
	482	Format Type Not Supported
	483	Transfer Encoding Not Supported
On a successful GET, the full and current database snapshot, packaged using the media type of the requested format, transfer-coded, is returned. The default format is OGC GeoPackage [239].
3.6.1.43.106	Supported Formats
Request the list of formats transaction deltasdetails can be exported to by the server.
HTTP method: GET
Resource name.../formats/supported
Parameters:
	Name
	Condition
	Description

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Supported Export Formats
	454	Unspecified Error
On a successful GET, an array of supported export formats is returned. The default format is OGC GeoPackage [239].
FormatsArray
	Name
	Condition
	Description

	count
	MANDATORY
	The number of items in the array

	totalCount‍
	MANDATORY
	The total number of items returned by the request

	formats‍
	MANDATORY
	An array of Format objects


Format
	Name
	Condition
	Description

	name
	MANDATORY
	The server-defined name to use with an export request

	description
	MANDATORY
	The well-known name of the format

	version
	MANDATORY
	The version of the format

	mediameType
	MANDATORY
	The well-knownregistered[footnoteRef:3] contentmedia- type of the format [3: See IANA Media Types – Application Registry at https://www.iana.org/assignments/media-types/media-types.xhtml#application] 



3.6.1.3.7	Supported Transfer Encodings
Request the list of registered transfer encodings supported by the server.
HTTP method: GET
Resource name.../formats/transferCodings
Parameters:
	Name
	Condition
	Description

	limit
	OPTIONAL
	Maximum number of results to return

	start
	OPTIONAL
	First item in the page of results, as an ordinal 1-based integer


Status Codes
	200	Successful Retrieval of Supported Formats
	454	Unspecified Error
On a successful GET, an array of supported transfer encodings is returned.
TransferCodingsArray
	Name
	Condition
	Description

	count
	MANDATORY
	The number of items in the array

	totalCount‍
	MANDATORY
	The total number of items returned by the request

	transferCodings‍
	MANDATORY
	An array of TransferCoding objects


TransferCoding
	Name
	Condition
	Description

	‍
	
	

	‍
	
	

	‍
	
	

	name
	MANDATORY
	The registered[footnoteRef:4] name of the transfer encoding [4:  See IANA HTTP Transfer Coding Registry at https://www.rfc-editor.org/rfc/rfc9112.html#name-transfer-codings] 



3.6.1.54	Security Considerations
All Webhook and REST transactions MUST be secured using TLS. Mutual authentication MUST be used to authenticate the client and server with each other before messages or data are transmitted. For NGCS-based SI Servers, certificates traceable to the PCA MUST be used. For SI servers that support services outside of the NGCS, certificates traceable to a reputable public Certificate Authority SHOULD acceptable to the entity inside the NGCS MUST be used.
Mutual authentication is the primary mechanism for securing message and data exchange. Secondary methods SHOULD be considered for SI servers supporting clients outside of the NGCS. For example, a hash-based message authentication code (HMAC) encrypted using an accepted cryptographic algorithm, such as SHA-256 or stronger, and a shared secret, MAY be used to verify the SI server with clients.
Client access to data is controlled by policy as per section 5.6 {add xref}.
[bookmark: _Toc208282163][bookmark: _Toc515351431][bookmark: _Toc256335103][bookmark: _Toc246520829][bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: _Toc246520834][bookmark: _Toc256335108][bookmark: _Toc515351436][bookmark: _Toc28613951][bookmark: _Toc66725994][bookmark: _Ref223659731]4.3	Emergency Call Routing Function (ECRF) and Location Validation Function (LVF)
[bookmark: _Toc2465208381][bookmark: _Toc246520839]4.3.2.3	Mapping Data Provisioning Interface
The ECRF/LVF’s data source is geospatial information, specifically, a set of layers from one or more source Spatial Interfaces (SIs). An SI layer replication interface, as described in Ssection 3.6 {re-add xref}, is used to maintain copies of the required layers. Appendix B describes the layers needed by the ECRF/LVF. The ECRF/LVF is provisioned with the URI of the SI and the information necessary to identify the required layers. It has layers that define the locations (state/county/municipality/street/address), as well as service boundary polygons. ECRF/LVFs may be built to coalesce data from more than one SI.
This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. ECRF and LVF implementations complying with this version of the document MUST implement the current SI and MAY implement the new client-side SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2.
It is essential to the proper operation of the Next Generation 9‑1‑1 system that provisioning of the routing data in an ECRF is online, near real-time. An authorized change in the authoritative GIS to flow through the SI to the ECRF in near real-time is desirable, and SHOULD result in changes in routing immediately, although caching of mappings may prevent route changes from being honored as quickly. LVF provisioning is less critical.
[bookmark: __RefHeading___Toc63547_3669206252][bookmark: _Toc256335112][bookmark: _Toc515351440][bookmark: _Toc28613955][bookmark: _Toc66725998][bookmark: _Toc246520848]4.3.4	Coalescing Data and Gap/Overlap Processing
ECRFs and LVFs MAY coalesce data from several 9‑1‑1 Authorities. The resulting database appears to be a seamless route database for the union of the service areas of each 9‑1‑1 authority. Such ECRF/LVFs are provisioned to accept data from multiple GIS’ via separate SIs.
[bookmark: _Hlk37408621]In some local GIS’, for convenience, the 9‑1‑1 Authority may provide data that extends beyond the service boundary of the PSAPs within their jurisdiction. When provisioning data for an ECRF and LVF through the SI, a 9‑1‑1 Authority (or 9‑1‑1 Authority designee) MUST only include GIS data for their geographic area of responsibility and MUST ensure the data includes coverage for the entire extent of that area. When the data are coalesced, boundaries may have gaps and overlaps. The relevant 9‑1‑1 Authorities SHOULD endeavor to address such issues early, but despite best efforts, the ECRF/LVF may encounter a gap or overlap. The ECRF/LVF MUST have a provisionable threshold parameter that indicates the maximum gap/overlap that is ignored by it. This threshold is expressed in square meters. Gaps or overlaps that are smaller than this parameter MUST be handled by the ECRF/LVF using an algorithm of its choice. For example, it may split the gap/overlap roughly in half and consider the halves as belonging to one of the constituent sources.
The ECRF/LVF MUST report gaps and overlaps larger than the provisioned threshold. To do so, it makes use of the GapOverlap event. All 9‑1‑1 Authorities which provide source GIS data to an ECRF/LVF MUST subscribe to its GapOverlap event. The event notifies all impacted agencies when it receives data that show a gap or overlap larger than the threshold. The notification includes the layer(s) in which the gap/overlap occurs, whether it is a gap or an overlap, and a polygon that represents the gap or overlap area. The optional effective and expires times in the data may indicate a future gap/overlap as opposed to one that exists when the event is generated. The report includes a Timestamp of when the gap/overlap will occur.
This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts the Ggap/oOverlap web servicenotification event. ECRF and LVF implementations complying with this version of the document MUST continue to support the Ggap/oOverlap web servicenotification event described herein. and MAY implement the new SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2, which will move the GapOverlap event notification to the SI Server FE.
The response of the agencies MUST be to provide updates to the data that address the gap/overlap. The ECRF/LVF will repeat the notification at least daily until it is resolved (by changing the SI data so the gap/overlap is eliminated or at least smaller than the threshold parameter). During the period when the gap/overlap exists, notifications have been issued, and queries arrive (which could be at call time) with a location in the gap/overlap, the ECRF/LVF MUST resolve the query using an algorithm of its choice. For example, it may split the gap/overlap roughly in half and consider the halves as belonging to one of the constituent sources. 
A service may have areas within the service area of the ECRF for which there is no responder. For example, the mountain rescue service is not available in flat terrain. Also, there are still some areas where 9-1-1 service is not available. In such cases, a service boundary MUST exist in the ECRF with the Service URI field set to urn:emergency:servicenotimplemented. The ECRF MUST return the <serviceNotImplemented> error if asked to provide a route for a location within that areas.
The GapOverlap event is defined as follows:
Event Package Name: emergency-GapOverlap
Event Package Parameters: none
SUBSCRIBE Bodies: Standard RFC 4661 [92] + extensions filter specification may be present
Subscription Duration: Default 24 hour. 1 hour to 96 hours is reasonable.
NOTIFY Bodies: MIME type Application/EmergencyCallData.GapOverlap+json
	Name
	Condition
	Description

	agency
	MANDATORY
	URI of Agency with gap/overlap. Will be repeated at least twice

	layer
	MANDATORY
	Enumeration of layer in which gap/overlap exists. May occur multiple times

	gap
	MANDATORY
	Boolean: True if gap, False if overlap

	dateTime
	OPTIONAL
	Timestamp when gap/overlap will occur. If not provided, gap/overlap is present now

	area
	MANDATORY
	GML Polygon area of gap/overlap


Notifier Processing of SUBSCRIBE Requests: The Notifier consults the policy (NotifyPermissions) for GapOverlap to determine if the requester is permitted to subscribe; agencies allowed to provide authoritative data to the ECRF are permitted by default. If the requester is not permitted, the Notifier returns 603 Decline. Otherwise, the Notifier returns 200 OK. 
Notifier Generation of NOTIFY Requests: When the provisioning GIS data creates a gap or overlap whose area is above the GapOverlapThreshold parameter, the Notifier generates a Notify to all subscribers. The Notifier repeats the Notification at least once per 24 hours as long as the gap/overlap remains.
Subscriber Processing of NOTIFY Requests: No specific action required.
Handling of Forked Requests: Forking between elements MUST NOT be used. 
Rate of Notification: Notifies normally only occur when the provisioning data changes. Throttle MAY be used to limit Notifications.
State Agents: No special handling is required.
[bookmark: _Toc246520856][bookmark: _Toc256335120][bookmark: _Ref210733782][bookmark: _Toc515351449][bookmark: _Toc28613962][bookmark: _Toc66726005][bookmark: _Ref513067788]4.4	MSAG Conversion Service (MCS)
The MSAG Conversion Service provides a convenient way to provide data to, or get data from, a non-upgraded system that still uses MSAG data. This web service provides conversion between PIDF‑LO and MSAG data. Two functions are defined:
· PIDFLOtoMSAG: which takes a PIDF‑LO, as described in RFC 4119 [6] and updated by RFC 5139 [53] and RFC 5491 [52], and returns an MSAG address as an XML object conforming to NENA 02‑010 Version 4, XML Format for Data Exchange;
· MSAGtoPIDFLO: which takes an MSAG address as an XML object conforming to NENA 02‑010 Version 4, - XML Format for Data Exchange as defined in NENA‑STA‑015 {add xref}, and returns a PIDF‑LO, as described in RFC 4119 and updated by RFC 5139 and RFC 5491.
MSAG Conversion Service is provisioned using the same mechanism as is used to provision the ECRF and LVF: layer replication from the master SI. The layers include all of the layers to create a PIDF-LO as described above, plus a table containing the MSAG field content used prior to NG9‑1‑1 migration. Field use in MSAGs varies wildly. Nearly every MSAG has some variations from the original NENA data standards as to how fields are used. Because of this variation, the MCS needs a complete set of fields [(as defined by NENA‑STA‑015.10‑2018 (originally NENA 02‑010v9) {add xref}] for each MSAG record and a link between the MSAG record and street/address point records in the ECRF/LVF.
This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. MCS implementations complying with this version of the document MUST implement the current SI and MAY implement the new client-side SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2.
Some MSAGs have content in address numbers, and address number suffixes that would not match that in the ECRF/LVF site/structure layer. Address numbers normally use the PIDF-LO fields for the equivalent MSAG fields. When the content differs, an exception record is provided in an MSAG Street Number Exception layer, and a link to that record is included in site/structure.
The PIDFLOtoMSAG function locates the point in the database represented by the input PIDF‑LO and retrieves the MSAG data associated with that point. It constructs an MSAG address using any MSAG data available, and the PIDF‑LO layers in which MSAG and PIDF‑LO are the same. The functions return NENA Version 4 XML data exchange, but the client can convert to any other MSAG version from the XML representation.
The OpenAPI definition of this web service may be found in Appendix E.4.	Comment by Guy Caron: Now that Appendix E is gone I think we need to add the API description here. This may apply elsewhere in i3v3.1 where similar references to appendix E are used.
[bookmark: _Toc417504145][bookmark: _Toc417504641][bookmark: _Toc246520857][bookmark: _Toc256335121][bookmark: _Ref441150611][bookmark: _Toc515351450][bookmark: _Toc28613963][bookmark: _Toc66726008]4.5	Geocode Service (GCS)
The Geocode Service provides geocoding and reverse-geocoding. This web service provides two functions:
· Geocode: which takes a PIDF‑LO, as described in RFC 4119 [6], and updated by RFC 5139 [53] and RFC 5491 [52], which contains a civic address, and returns a PIDF‑LO containing a geodetic representation for the same location.
· ReverseGeocode: which takes a PIDF‑LO as described in RFC 4119 and updated by RFC 5139 and RFC 5491, which contains a geodetic representation, and returns a PIDF‑LO that contains a civic address for the same location.
The Geocode Service is provisioned using the same mechanism as is used to provision the ECRF and LVF: layer replication from the master SI. The layers include all of the layers to create a PIDF‑LO as described above.
This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. GCS implementations complying with this version of the document MUST implement the current SI and MAY implement the new client-side SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2.
Any conversion, and specifically geocoding and reverse geocoding, can introduce errors. Unless the underlying SI provides very accurate polygons to represent all civic locations precisely, the conversion is complicated by the inherent uncertainty of the measurements and the “nearest” point algorithm employed. Users of these transformation services should be aware of the limitations of the geocoding and reverse geocoding mechanisms. Reverse geocoding is typically less accurate than geocoding, although some error and unquantified uncertainty is inherent in both.
The Geocode functionService locates a civic address, represented by the input PIDF‑LO, by finding a match in its site/structure address points or road centerlines, and uses the matching feature to obtain a geodetic location that represents the civic address. It constructs a PIDF‑LO with the geodetic location. If the PIDF‑LO in the request contains more than one location, the return must contain only one result, which is the conversion of the first location in the PIDF‑LO.
The OpenAPI definition of this web service may be found in Appendix E.5.	Comment by Guy Caron: Now that Appendix E is gone I think we need to add the API description here. This may apply elsewhere in i3v3.1 where similar references to appendix E are used.
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[bookmark: _Toc256335130][bookmark: _Toc515351462][bookmark: _Toc28613975][bookmark: _Toc66726022][bookmark: _Toc246520866]4.6.11	SI
[bookmark: _Hlk490662762]The PSAP MAY provide[footnoteRef:5] a GIS server interface, as described in sSection 3.6 {add xref}, for the ECRF, GIS Replica, and other interfaces. The PSAP MAY provide the MSAG Conversion Service (server side) or MAY use an ESInetNGCS service (client side). [5:  The GIS system may be provided by a 9‑1‑1 Authority.] 

This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. PSAPs complying with this version of the document that opted to implement an SI MUST implement the current SI and MAY implement the new server-side SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2.
[bookmark: _Hlk4906627621][bookmark: _Toc515351519][bookmark: _Ref520934806][bookmark: _Ref520966875][bookmark: _Toc28614033][bookmark: _Toc66726078][bookmark: _Toc256335184][bookmark: _Ref441151210][bookmark: _Ref446604601][bookmark: _Ref446604661][bookmark: _Ref446604960][bookmark: _Toc246520948]4.19	Mapping Data Service (MDS)
When answering calls out of area, the answering PSAP needs to be able to display an appropriate map covering the area in which the caller is located, just as if the call was received from an in-area caller. Today, if a call is answered locally, or even in a neighboring PSAP, the data needed to construct a map is available locally. However, if a call was answered in a totally different PSAP, one which does not have a mutual aid agreement, for example, the answering PSAP likely would not have the GIS data from the serving PSAP to construct a map. The Mapping Data Service (MDS) provides this capability. In addition, it is often desirable for all elements within a PSAP that need to display a map to have the same display as other elements which display maps, and differences between implementations of multiple elements are often significant, which makes training and use complicated. The MDS MAY be used by all elements within a PSAP to show consistent displays, but it is not a requirement of this standard that they do so. 
All PSAPs MUST have an MDS available to hold their data. The MDS MAY be shared. The MDS MUST be provisioned with GIS data from the layers that are provisioned to the ECRF as well as layers defined in the NG9‑1‑1 GIS Data Model [184] that are not included in Appendix B. The service can return a set of GIS features from a specified set of layers within a lat/long bounding box using the Web Feature Service (WFS) [93], or it can return an image file rendered from a similar set of features with a similar input specification plus a “viewport”[footnoteRef:6] specified by the number of pixels in X and Y using the Web Map Service (WMS) [186]. The MDS supports both interfaces, and clients may choose which one to use. Note that if the WFS interface is used, the client receives a set of features and it determines what the map looks like. If WMS is used, the MDS determines what the map looks like. [6:  The visible area on a screen where an image is rendered. Usually specified as the X and Y pixel location of two opposite corners, or the X and Y pixel location of one corner and a height and width, the viewport is the destination of a rendering operation such as rendering a part of a map onto a display.] 

This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. MDS implementations complying with this version of the document MUST implement the current SI and MAY implement the new client-side SIv2. A future major version of this document will deprecate the current SI in favor of the new SIv2.
The querier may specify which layers it wishes to receive in the return feature set or image. For this purpose, a registry listing every layer that could be supported by the MDS is defined in Ssection 10.32 {re-add xref}. A given GIS system may not have every layer defined in the registry and thus the return feature set or images may be a subset of the layers requested.
The MDS for a given location is discovered with the Service Locator function. It is queried with one of two Web Service interfaces: a Web Feature Service (WFS) interface for features and Web Map Service (WMS) for images as defined below.
The MDS MUST offer a Web Feature Service Version 2.0.2 [93]. The WFS MAY support:
· Insert, Update, or Delete operations
· Transaction/lock capability 
· Stored queries
· Filters (other than BBOX) 
The WFS MUST support GML 3 output format. Other formats MAY be supported.
The MDS MUST offer a Web Map Service Version 1.3.0 [186]. The WMS MUST support the EPSG:4326 Coordinate Reference System (CRS) [187] and MAY support others for each layer it provides. The WMS MUST support a PNG output file format and MAY support others. The WMS MUST support at least 15 layers and MaxWidth and MaxHeight of at least 2048. The WMS must be capable of supporting every layer defined by the NENA Standard for GIS Data Model, NENA-STA-006.1-2018 [184], although the WMS may not be provisioned for every layer in every area it supports and thus MAY not be able to respond to a request for a layer for which it has no data. It MAY support other layers. The layer name MUST be the layer name as defined in the NENA Standard for NG9‑1‑1 GIS Data Model [184].
To maintain a local copy of the MDS, the PSAP could obtain the SI feed to its data. It could also obtain SI feeds from the data provider of any neighboring MDS.
No common style definition is provided in this edition. A future version may provide a common style definition to improve uniform display of WMS data.
4.24	SI Server for SIv2
This version on the document introduces an OPTIONAL FE that hosts the SIv2 interface defined in section 3.6.1 {add xref}. The SI Server MAY be hosted on the NGCS and in such case, acts are a GIS data aggregation point. The SI Server MAY be implemented outside of the NGCS, which in that case acts as an ingestion point for specific GIS data providers. The following diagram illustrates both modes of operations.
[image: ]	Comment by Guy Caron: REDO THE FIGURE TO SHOW INGESTION POINTS FEEDING THE AGGREGATION POINT
Figure xx – SI Server FE Modes of Operations
The SI Server FE hosts validated NENA-STA-006 [ref] compliant data in its primary GIS environment. The GIS environment is responsible for storing committed transactions to the primary dataset.
A transaction represents the collection of changes, successfully validated (i.e., underwent QA/QC), and committed to the primary NENA dataset, from an individual GIS data provider upload. Each transaction has a globally unique transaction identifier (see section 3.6.1 {add xref}). The SI uses this transaction identifier to support its replication layer and change event notifications. Transactions are packaged into an OGC GeoPackage [239] or alternatively, uses OGC WFS [93]. All transactions packaged in the resulting data format SHALL include additional metadata for the originating transaction type Insert, Update or Delete. This transaction type can be used by the subscribing system for informational purposes, but does not alter the original transaction(s) or dataset.
The SI Server FE has an ingress and an egress interface. The egress interface is the SIv2 as defined in section 3.6.1 {add xref}. The ingress interface is intentionally not specified and is left to implementations. However, it is RECOMMENDED that the implementations of the NGCS-based SI Server FE devise the ingress interface to support a wide range of GIS data formats (e.g., OGC GeoPackage, GML, KML, Esri Shapefiles, MapInfo TAB, CSV files, etc.) and remain platform-agnostic. Standards-compliant formats are preferred for interoperability. It is RECOMMENDED that the ingress interface supports, at a minimum, the OGC GeoPackage [239] format.
Note that a future major version of this document will deprecate Appendix B on the egress interface.
For pure NGCS-based implementations, the SI Server FE MUST implement the gap/overlap Web Service defined in section 4.3.4 {add xref} and ECRFs and LVFs are not longer required to support it. For external SI Servers as well as hybrid implementations, ECRFs and LVFs MUST continue to support the gap/overlap Web Service.
Additionally, the NGCS-based SI Server FE SHOULD be capable of receiving GIS-related discrepancy reports as well are creating and sending GIS-related discrepancy reports.
The NGCS-based SI Server MUST implement the server-side of the ElementState event notification package.
1. [bookmark: _Toc246521174][bookmark: _Toc256335388][bookmark: _Toc515351765][bookmark: _Toc28614313][bookmark: _Toc66726115]	IANA Actions
Registries mentioned below are all within the “emergency” registry.
[bookmark: _Ref51790080][bookmark: _Ref51790343][bookmark: _Ref51790408][bookmark: _Ref51790436][bookmark: _Ref51791054][bookmark: _Toc66726144]10.29	“Status Codes” Registry
IANA is requested to add the following entries to the StatusCodes registry:
	Status Code
	Description	Comment by Guy Caron: All status code descriptions (except for 200) in the IANA HTTP Status Code Registry use title case. Should we be consistent with this convention here?

Note that doing so would require changes to YAML files.
	Reference

	333
	Iterative Refer
	NENA-STA-010.3

	433
	No such sourceId
	NENA-STA-010.3

	434
	Signature Verification Failure
	NENA-STA-010.3

	436
	Duplicate or Invalid Priority
	NENA-STA-010.3

	437
	Bad Policy Structure
	NENA-STA-010.3

	438
	Unacceptable Algorithm
	NENA-STA-010.3

	441
	Index beyond available names
	NENA-STA-010.3

	442
	Unacceptable Parameters
	NENA-STA-010.3

	451
	Unknown or bad Policy Name
	NENA-STA-010.3

	452
	Unknown or bad Agency Name
	NENA-STA-010.3

	453
	Not available here, no referral available
	NENA-STA-010.3

	454
	Unspecified Error
	NENA-STA-010.3

	456
	Bad queue
	NENA-STA-010.3

	457
	Bad dequeuePreference
	NENA-STA-010.3

	458
	Policy Violation
	NENA-STA-010.3

	459
	Bad PolicyExpirationTime
	NENA-STA-010.3

	460
	Bad LogEvent
	NENA-STA-010.3

	461
	LogEvent too big
	NENA-STA-010.3

	462
	LogEvent extension not on allowed list
	NENA-STA-010.3

	463
	LogEvent extension on disallowed list
	NENA-STA-010.3

	464
	No Text in this Call
	NENA-STA-010.3

	465
	Bad Timestamp
	NENA-STA-010.3

	466
	EndTime occurs before StartTime
	NENA-STA-010.3

	467
	Bad or missing Geoshape
	NENA-STA-010.3

	469
	Unknown MCS/GCS
	NENA-STA-010.3

	470
	Unknown Service/Database (“not ours”)
	NENA-STA-010.3

	471
	Unauthorized Reporter
	NENA-STA-010.3

	472
	Unauthorized Responder
	NENA-STA-010.3

	473
	Unknown ReportId
	NENA-STA-010.3

	474
	Resolution already provided
	NENA-STA-010.3

	475
	Response not available yet
	NENA-STA-010.3

	‍480
	Unknown Subscriber ID
	NENA-STA-010.3

	481‍
	Unknown Transaction ID
	NENA-STA-010.3

	482‍
	Format Type Not Supported
	NENA-STA-010.3




[bookmark: _Ref494106712][bookmark: _Toc518074312][bookmark: _Toc257210327][bookmark: _Toc66726164][bookmark: _Ref64033674][bookmark: _Ref64033333][bookmark: _Toc28614328][bookmark: _Toc515351772][bookmark: _Ref458368028][bookmark: _Ref458369118][bookmark: _Ref458369046][bookmark: _Ref458369011][bookmark: _Ref458368774][bookmark: _Ref458368729]Appendix B – SI Provisioning Data Model (Normative)
The model defined in the Appendix represents the data to be incorporated in an XML schema that defines the SI. It may not represent data actually stored in the GIS system but it represents the data that is required by the ECRF, the LVF, the Mapping Data Service (MDS), the Geospatial Conversion Service and the MSAG Conversion Service (MCS) to perform their functions adequately and consistently. This data format is aligned with the NG9-1-1 GIS Data formatModel [184] in that it is possible to convert from the format described in the NG9-1-1 GIS Data Model to this format, or vice versa, algorithmically, without manual intervention. This format uses "related tables" where data such as the name of a street appears once in a CompleteStreetName table, the StreetSegment table has an index into the CompleteStreetName table and the Centerline table has an index into the StreetSegment table for each road segment.
Attribute names and descriptions are drawn from CLDXF [77] when appropriate. Any difference between the definition of fields other than right/left and similar variances between this model and CLDXF are resolved in favor of the CLDXF definition. When provisioning data for an ECRF and LVF through the SI, a 9‑1‑1 Authority (or 9‑1‑1 Authority designee) MUST only include GIS data for their geographic area of responsibility and MUST ensure the data includes coverage for the entire extent of that area.
The “Use M/C/O” column contains the following values:
· “M” = Mandatory, a value MUST be provided. 
· “C” = Conditional, a value MUST be provided if the listed condition is met, otherwise optional. 
· “O” = Optional, a value MAY be provided. 
Since the SI uses XML data structures, elements that are Mandatory have “minOoccurs=1”, while elements that are Conditional or Optional have “minOoccurs=0”.
This version of the document has introduced a new SI design (SIv2), which is described in section 3.6.1 {add xref}, and a new SI Server FE (see section 4.24 {add xref}), which hosts this new SIv2. Implementations complying with this version of the document MUST implement the current SI and MAY implement the new SIv2, which does not use XML. A future major version of this document will deprecate the current SI in favor of the new SIv2.
The use of this Appendix is MANDATORY in this version of the document for both the current SI and the new SIv2 .
A future major version of this document will deprecate Appendix B, in favor of NENA-STA-006, once NENA-STA-006 has evolved to support the concept of related tables.
The “Type” column contains the following values:
· A: Represents upper/lower case alphabetic characters only, plus the space character (ASCII decimal code 32.
· N: Represents non-negative integers (whole numbers only).
· AN: Represents upper/lower alphabetic characters plus non-negative integers (i.e., alphanumeric characters)
· P: Printable ASCII characters (decimal codes 32 to 126).
· E: UTF‑8 restricted to character sets designated by the 9‑1‑1 Authority, but not including pictographic characters
· U: Represents characters allowed in a URI (see RFC 3986) [126].
· D: Represents a Date field. Represented as a Timestamp as defined in sSection 2.3 {re-add xref}.
· C: Represents a complex data object.
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Text version of the OpenAPI file (Not to be included in the baseline)
This text version of the spatial_interface_openapi.yaml file is provided here to assist in the working group review of the contribution, should the co-Chairs decide not to use editor.swagger.io on screen.
openapi: 3.0.2
info:
  title: Spatial Interface
  version: '1.0'
servers:
  - url: https://api.example.com/SpatialInterface
paths:
  "/Versions":
    servers:
      - url: https://api.example.com/SpatialInterface
    get:
      tags:
      - Retrieve Versions
      summary:  Retrieves all supported versions; vendor parameter is optional.
      operationId: RetrieveVersions
      responses:
        '200':
          description: Versions Found
          content:
            application/json:
              schema:
                "$ref":  "i3-common.yaml#/components/schemas/VersionsArray"
        '454':
          description: Unspecified Error
  "/subscribers/subscribe":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    post:
      tags:
      - Subscribers
      summary: Subscribe to transaction event notifications.
      description: |-
        Subscribe to the transaction event notifications.
        Args:
            subscriberName (str): A descriptive name for the subscriber.
            notifyUrl (str): An HTTPS endpoint to post transaction events to.
        Returns:
            Subscriber: The subscriber details.  This would include a unique
                subscriber identifier registered with the system.
      operationId: SubscriberSubscribe
      parameters:
      - required: true
        schema:
          type: string
        name: subscriberName
        in: query
      - required: true
        schema:
          type: string
        name: notifyUrl
        in: query
      responses:
        '200':
          description: Subscribe Successful
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/Subscriber"
        '454':
          description: Unspecified Error
  "/subscribers/{subscriberId}/commit":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    put:
      tags:
      - Subscribers
      summary: Notifies the transaction event dispatcher that the change has been
        committed to the subscriber's environment.
      description: |-
        Notifies the transaction event dispatcher
            that the change has been committed to the subscriber's environment.
        Args:
            subscriberId (str): The subscriber id.
            transactionId (str): The id of the transaction event to commit.
      operationId: SubscriberCommit
      parameters:
      - required: true
        schema:
          type: string
          format: uuid
        name: subscriberId
        in: path
      - required: true
        schema:
          type: string
        name: transactionId
        in: query
      responses:
        '200':
          description: Commit Notification Acknowledged
        '403':
          description: Forbidden
        '454':
          description: Unspecified Error
        '480':
          description: Unknown Subscriber ID
        '481':
          description: Unknown Transaction ID
  "/subscribers/{subscriberId}/committed":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Subscribers
      summary: Retrieve an ordered list of transaction event identifiers that the
        subscriber has reported as committed to its environment.
      description: |-
        Retrieve an ordered list of transaction event identifiers
            that the subscriber has reported as being committed
            to its environment.
        Returns:
            TransactionArray: An ordered list of transaction event identifiers.
      operationId: RetrieveCommitted
      parameters:
      - required: true
        schema:
          type: string
          format: uuid
        name: subscriberId
        in: path
      - name: limit
        in: query
        description: Maximum number of results to return.
        required: false
        schema:
          type: integer
          format: int32
      - name: start
        in: query
        description: First item in the page of results, as an ordinal 1-based integer.
        required: false
        schema:
          type: integer
          format: int32
          minimum: 1
      responses:
        '200':
          description: Successful Retrieval of Transactions Committed by Subscriber
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/TransactionsArray"
        '454':
          description: Unspecified Error
        '480':
          description: Unknown Subscriber ID
  "/subscribers/{subscriberId}/notCommitted":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Subscribers
      summary: Retrieve an ordered list of transaction event identifiers that 
        have not been reported as committed to the subscriber's environment.
      description: |-
        Retrieve an ordered list of transaction event identifiers that 
          have not been reported as being committed to the subscriber's environment.
        Returns:
            TransactionArray: An ordered list of transaction event identifiers.
      operationId: RetrieveNotCommitted
      parameters:
      - required: true
        schema:
          type: string
          format: uuid
        name: subscriberId
        in: path
      - name: limit
        in: query
        description: Maximum number of results to return.
        required: false
        schema:
          type: integer
          format: int32
      - name: start
        in: query
        description: First item in the page of results, as an ordinal 1-based integer.
        required: false
        schema:
          type: integer
          format: int32
          minimum: 1
      responses:
        '200':
          description: Successful Retrieval of Transactions Not Committed by Subscriber
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/TransactionsArray"
        '454':
          description: Unspecified Error
        '480':
          description: Unknown Subscriber ID
  "/transactions":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Transactions
      summary: Retrieve an ordered list of all transaction event identifiers.
      description: |-
        Retrieve an ordered list of all transaction event identifiers.
        Returns:
            TransactionArray: An ordered list of transaction event identifiers.
      operationId: RetrieveTransactions
      parameters:
      - name: limit
        in: query
        description: Maximum number of results to return.
        required: false
        schema:
          type: integer
          format: int32
      - name: start
        in: query
        description: First item in the page of results, as an ordinal 1-based integer.
        required: false
        schema:
          type: integer
          format: int32
          minimum: 1
      responses:
        '200':
          description: Successful Retrieval of Transaction Event Identifiers
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/TransactionsArray"
        '454':
          description: Unspecified Error
  "/transactions/since":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Transactions
      summary: Retrieve transaction event identifiers created within the provided time lapse in seconds.
      description: |-
        Retrieve transaction event identifiers created within the provided time lapse in seconds.
        Returns:
            TransactionArray: transactions created within the provided time lapse in seconds.
      operationId: RetrieveLatestTransaction
      parameters:
      - name: timeLapse
        required: true
        in: query
        description: Time lapse in seconds from current server time.
        schema:
          type: integer
          format: int32
      - name: limit
        in: query
        description: Maximum number of results to return.
        required: false
        schema:
          type: integer
          format: int32
      - name: start
        in: query
        description: First item in the page of results, as an ordinal 1-based integer.
        required: false
        schema:
          type: integer
          format: int32
          minimum: 1
      responses:
        '200':
          description: Successful Retrieval of Transaction Event Identifiers
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/TransactionsArray"
        '454':
          description: Unspecified Error
  "/transactions/{transactionId}":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Transactions
      summary: Retrieve the details of a specific transaction event.
      description: |-
        Retrieve the details of a specific transaction event.
        Args:
            transaction_id (str): The transaction event identifier.
        Returns:
            Transaction: The transaction details.
      operationId: RetrieveTransaction
      parameters:
      - required: true
        schema:
          type: string
        name: transactionId
        in: path
      responses:
        '200':
          description: Successful Retrieval of Transaction Event Details
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/Transaction"
        '403':
          description: Forbidden
        '404':
          description: Not Found
        '454':
          description: Unspecified Error
  "/transactions/export":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Transactions
      summary: Export transaction deltas for a specific
 transaction event to the requested format.
      description: |-
        Export transaction deltas for a specific transaction event
            to the requested format.
        Args:
            transactionId (str): The transaction identifier.
            formatName (str): The name of the format to export deltas to.
        Returns:
            The transaction deltas packaged in the requested format.
      operationId: ExportTransaction
      parameters:
      - required: true
        schema:
          type: string
        name: transactionId
        in: query
      - required: true
        schema:
          type: string
        name: formatName
        in: query
      responses:
        '200':
          description: Successful Export
          content:
            application/json:
              schema: {}
            application/zip: {}
        '403':
          description: Forbidden
        '454':
          description: Unspecified Error
        '481':
          description: Unknown Transaction ID
        '482':
          description: Format Type Not Supported
  "/transactions/export/from":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Transactions
      summary: Export transaction deltas for all transaction events, in order, starting
        from, and including the provided transaction event identifier.
      description: |-
        Export transaction deltas for all transaction events, in order,
            starting from, and including the provided transaction event identifier.
        Args:
            transactionId (str): The Transaction Identifier
            formatName (str): The name of the format to export deltas to.
        Returns:
            The transaction deltas packaged in the requested format.
      operationId: ExportTransactionsStartFrom
      parameters:
      - required: true
        schema:
          type: string
        name: transactionId
        in: query
      - required: true
        schema:
          type: string
        name: formatName
        in: query
      responses:
        '200':
          description: Successful Export
          content:
            application/json:
              schema: {}
            application/zip: {}
        '403':
          description: Forbidden
        '454':
          description: Unspecified Error
        '481':
          description: Unknown Transaction ID
        '482':
          description: Format Type Not Supported
  "/formats/supported":
    servers:
      - url: https://api.example.com/SpatialInterface/v1
    get:
      tags:
      - Supported Formats
      summary: Request the list of formats transaction deltas can be exported to by the server.
      description: |-
        Request the list of formats supported for transaction deltas exported by the server.
        Returns:
            FormatsArray: An array of supported export formats.
      operationId: RetrieveSupportedFormats
      parameters:
      - name: limit
        in: query
        description: Maximum number of results to return.
        required: false
        schema:
          type: integer
          format: int32
      - name: start
        in: query
        description: First item in the page of results, as an ordinal 1-based integer.
        required: false
        schema:
          type: integer
          format: int32
          minimum: 1
      responses:
        '200':
          description: Successful Retrieval of Supported Export Formats
          content:
            application/json:
              schema:
                "$ref": "#/components/schemas/FormatsArray"
        '454':
          description: Unspecified Error
components:
  schemas:
    Format:
      title: Format
      required:
      - name
      - description
      - version
      - mimeType
      type: object
      properties:
        name:
          type: string
          description: The server-defined name to use with an export request.
        description:
          type: string
          description: The well-known name of the format.
        version:
          type: string
          description: The version of the format.
        mimeType:
          type: string
          description: The well-known content-type of the format.
      description: Defines the required attributes of an export format.
    FormatsArray:
      title: FormatsArray
      required:
      - count
      - totalCount
      - formats
      type: object
      properties:
        count:
          type: integer
          description: The number of items in the array.
        totalCount:
          type: integer
          description: The total number of items returned by the request.
        formats:
          description: The array of Format objects.
          type: array
          items:
            "$ref": "#/components/schemas/Format"
      description: An array of supported export formats.
    ModifiedItem:
      title: ModifiedItem
      required:
      - itemName
      - deleteCount
      - insertCount
      - updateCount
      type: object
      properties:
        itemName:
          type: string
          description: The name of the modified data item.
        deleteCount:
          type: integer
          description: The number of deletes applied to the data item.
        insertCount:
          type: integer
          description: The number of inserts applied to the data item.
        updateCount:
          type: integer
          description: The number of updates applied to the data item.
      description: Information about the deltas applied to an item during a transaction.
    Subscriber:
      title: Subscriber
      required:
      - id
      - name
      - url
      type: object
      properties:
        id:
          type: string
          format: uuid
          description: The unique identifier assigned to the subscriber.
        name:
          type: string
          description: The subscriber's provided name.
        url:
          type: string
          description: The endpoint's url to post transaction event notifications to.
      description: Defines the required attributes of a subscriber.
    Transaction:
      title: Transaction
      required:
      - id
      - transactionDate
      - modifiedItems
      type: object
      properties:
        id:
          type: string
          description: The transaction unique identifier.
        transactionDate:
          type: string
          format: date-time
          description: The date and time the transaction was committed to the environment.
        modifiedItems:
          type: array
          items:
            "$ref": "#/components/schemas/ModifiedItem"
      description: Defines the required attributes of a Transaction.
    TransactionsArray:
      title: TransactionsArray
      required:
      - count
      - totalCount
      - transactions
      type: object
      properties:
        count:
          type: integer
          description: The number of items in the array.
        totalCount:
          type: integer
          description: The total number of items returned by the request.
        transactions:
          type: array
          items:
            "$ref": "#/components/schemas/Transaction"
      description: A List or Array of Transaction objects.
tags:
- name: Retrieve Versions
  description: Retrieve all supported versions, vendor parameter is optional.
- name: Subscribers
  description: Web methods for managing a subscriber's transaction event notifications.
- name: Transactions
  description: Web methods to support transaction events, transaction event identifiers
    and exporting data change deltas.
- name: Supported Formats
  description: Web methods to identify the list of supported formats for exporting transaction deltas.
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